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Using Your GIGABYTE Remote Management Console

The GIGABYTE Remote Management Console has a user-friendly Graphics User Interface (GUI)
called the GIGABYTE Remote Management Console GUI. It is designed to be easy to use. It has
a low learning curve because it uses a standard Internet browser. You can expect to be up and
running in less than five minutes. This chapter allows you to become familiar with the
GIGABYTE Remote Management Console GUI’s various functions. Each function is described in
detail.




Software Install

Prerequisites on remote management PC
Before installing Java tool and UPnP tool, please check your system for the following required
configuration requirements:
® Supported environments: Microsoft Windows Vista, XP, Windows 2000, 2003, 2008 Server.
® JAVA Recommended Version 6 Update 12 (file size: ~ 7 MB)

Install Java Tool

Please follow the instruction to install Java in Windows operating system.

O N ok wphE

10.

Go to http://www.java.com

Click Download on the upper right corner of the home page.

Click see all Java downloads

Click Windows XP/Vista/2000/2003/2008 Online

Choose the folder location. (Save the file to a known location on your computer)

Click Save.

Click Yes to replace.

Verify that the
® Name of the file is jre-6ul2-windows-i586-p.exe or later version
® Size is approximately 7MB.

Close all applications including the browser.

Double-click on the saved file icon to start the installation process.



Install UPnP tool
Please follow the instruction to get Intel Device Spy for UPnP Technologies tool:

Download Device Spy for UPnP Technologies from the Intel website: http://www.intel.com/
Do a search for the following phrase: Intel® Tools for UPnP Technologies

The download page changes from time to time, so doing a search will give you the best results.
Download the compressed file and uncompress it. The file will have a filename similar to the
following:

Download, Windows installer, .NET CLR 2.0 runtime required (ZIP 3.7MB)

The ZIP file will contain an EXE file that will have a filename similar to the following:
Intel_Tools 4UT v1768.exe

After you run the EXE file, the Device Spy.exe file will become available. Device Spy.exe is the
file that contains the Intel Device Spy for UPnP Technologies program.

Device Spy: Intel’s Universal Control Point (UCP). This tool readily tests “action” invocations
and events. Device Spy also traces packets sent to UPnP devices.

For more information on how to use Intel Device Spy for UPnP Technologies see the
documentation provided with it.



Search GIGABYTE server by using UPnP tool
Please follow the instruction to search GIGABYTE server by using UPnP tool:

1.  Down load the Intel Device Spy for UPnP Technologies program onto your remote client
system. Run the Intel Device Spy for UPnP Technologies program.

2. The name GIGABYTE Remote Management Console Device will display in tree under
UPNP Devices.

@ Intel Device Spy for UPnP Technologies

Mame | Value
e 30 BY TEOD2244 264F40 Mamufactorer Inte]l Corporation, Connected & Extended PC Labs
5 3 Produvct name PP Spy
e MegaR LC ER1500 Device Version 13977 23551

3. Select the GIGABYTE Remote Management Console Device to view its properties.

4.  Click on the IP address located in the Presentation URL field to connect to your GIGABYTE
server.

5. System will prompt a window for user name and password. Type “root” for username and
“superuser” for password. Click “Login” button and you will successfully log into your
GIGABYTE Remote Management Console.

@ Intel Device Spy for OPnP Technologies

File ¥iew Help

=58 UPnP Devices Wame | Felue
7 AR R A Bass URL Tittp:#/10.1.111 27:50000¢
e MegaRAC EZ1500 Device Device icon None

Device URN urschemas-vpnp-orgdevice management: 1
Embedded devices a
Expivation timeout 1800

Friendly name GIGARY TEOD2244 364 F40
Has presentation Troe

Iiterface to host 101.111.106
Manufactirer GIGLEYTE BMC

Manufactorer TRL http e gigabote com
Model description GIGAEYTE BMC

hodel name GIGAEYTE BMC
Model nomber GA-TTESHZ
: i o e
Presentation URL http#10.1.111.27
Produvct code
Proprietary type
Eemote endpoint 10.1.111. 2750000
Zerial number
Zervices a
Standard type
Unigne device name  d7h2adff-a580-40be-0275-731 5474 afbba
Versdon 10




GIGABYTE Remote Management Console Overview

GIGABYTE Cr

TECHNOL OG Y www.gigabyte.cam [ f V3 /-8

Please Login

Please log in to access the device,

Username |

Password ‘ |

1. There are two methods to prompt to the entrance of GIGABYTE Remote Management
Console. You can open the UPnP tool (described in previous chapter), and click on the server.
When the server is found, click on the “Presentation URL’, and System will prompt a
window for user name and password.

Or, you may open an IE browser and type in your identified IP. The IP address can be found
by UPnP discovering.

A dialog box will be prompted to enter Username and password.

Enter the following values:

Username: root

Password: superuser

@ The default user name and password are in lower-case characters.

@ When you log in using the root user name and password, you have full administrative

powers. It is advised that once you log in, you change the root password.



Enter GIGABYTE Remote Management Console

After you successfully log into your GIGABYTE Remote Management Console, you are greeted

with the GIGABYTE Remote Management Console GUI.

GIGABYTE
System Information | Server Health | Configuration | Remote Control | Maintenance Logouf 0

www.gigabyte com Petel 1 3 g0

TECHNOQLOGY
 ——————————

HELP

System Information .
Hormal This section contains general information about the system Function tlt|e
I

L Y

System Status Device Power Status : On
Firmware Revision : 0.09
+ FRU Reading FRU Revision : 00.02 Section Information

SDR Revision : 00.02

e IP address : 10.1.111.27

% Refresh Page MAC address : 00:22:44:36:4F 49
———— Firmware Build Time : May 6 2009 17.37:23

Logout
= Chassis locator (LED) State : turn off

==

Function List

©2009 American Megatrends Inc.

System Status
System Status shows the current remote client system health status. It contains three different

statuses: Normal, Warning, and Critical. Each status will be described in the following:

o

Priority: Critical > Warning > Normal

Normal: All sensors are normal and there’s no sensor that has any alert.

Warning: There’s at least one sensor that has warning alert.

Critical: There’s at least one sensor that has critical alert.




System Information

System Information contains two major system information: Summary and FRU reading.
Summary display the general system information, and FRU reading shows the major system
component FRU information.

Summary
In the summary screen, it displays the information of IP address & MAC of BMC dedicated NIC,
BMC F/W version, and GIGABYTE server power status.

GIGABYTE
www.gigabyte com Petel 1 3 g0

TECHNOLOGY

‘ System Information | Server Health | Configuration | Remote Control | Maintenance Logout

System Information
Hormal This section contains general information about the system
Summary
Options
_ Device Power Status : On
0 S Timie Firmware Revision : 0.09
= FRU Reading FRU Revision : 00.02
SDR Revision : 00.02
T R IP address : 10.1.111.27
% Refresh Page MAC address : 00:22:44:36:4F 49
e Firmware Build Time : May 6 2009 17.37:23
Logout
= Chassis locator (LED) State : turn off
turn on
©2002 American Megatrends Inc.
FRU Reading

User also can get the FRU information by selecting FRU Reading from the function list of left
window.

After selecting FRU Reading, it shows all FRU information. Or, you can select single FRU
information by drop-down menu. FRU information includes: Chassis information, Board
information, and Product information.



GIGABYTE

TECHNOLOGY WY

‘ System Information | Server Health | Configuration | Remote Control | Maintenance Logout

System Information
HNormal This section contains general information about the system

FRU Readings

Options

This page displays system FRU information, including readings and status.
= System Information

Select a FRU type category
All FRU 4
FRU Information ¢

%2, Refresh Page

FRU Device ID: 0 ]
] Logout Chassis Info:

Chassis Type:Tower

Chassis Part Number:0123456739AB e

Chassis Serial Number012345678901234587894B 1

Board Info:

Language:Enalish

MfgDateTime:2009/5/6 16:31

Board Product Mame:GA_7TESH2

Board Serial Mum 01234567590123456789AB

Board Part Mum:0123456789AB

Pt Infas L)

B®2009 American Megatrends Inc.

Server Health
This section shows you data related to the sensor’s health, such as sensor reading and the event
log.

GIGABYTE

TECHNOLOGY wunw gigaby

G

Ul GIGABY TE-

System Information | Server Health | Configuration | Remote Control | Maintenance Logout o HELP

Server Health
HNormal This section shows you data related to the server's health, such as sensor readings and the event log
Options
Options
B> Server Health Sensor Readings | See the readings from the various sensors
= Sensor Readings
o BTl Sensor Readings with Thresholds | See the readings from the various sensors, with thresholds included in the table
Event Log | See the events written to the eventlog

2, Refresh Page

=4 Logout

©2008 American Megatrends Inc.




Sensor Readings: It reads all the sensor information of system. It lists the System’s \oltage,
System /CPU FAN, and CPU/System Temperature senor information. You can select single sensor
information from the drop-down list.

Sensor Display Color: On each sensor displays different color. The color indicates the health
status of specified device.
The green color indicates the device is health and there’s no sensor that has any alert.
The amber color indicates the device is at least one sensor that has warning alert.

The red color means the device is at least one sensor that has critical alert.

GIGABYTE

TECHNOLO

(&) v

3 Y

‘ System Information | Server Health | Configuration | Remote Control | Maintenance Logout

Server Health
This section shows you data related to the servers health, such as sensor readings and the event log.

Options

B Server Health
= Sensor Readings
= Event Log

%, Refresh Page

= Logout

Sensor Readings

This page displays system sensor information, including readings and status. You can toggle viewing the thresholds for the sensars by pressing the
Show Thresholds button below.

Select a sensortype category:

|AH Sensors

v

Hame /
CPU1 Temp
CPU2 Temp
IOH Temp
ICH10 Temp
8YS Temp
P_3V3_AUX
P_1VB_AUX
P12V
PEY

o

Refresh

Status
Mormal

Mormal
MNormal
Mormal
Normal
Mormal
MNormal
Mormal

Rlrmmnl

Show Thresholds

10

Sensor Readings: 34 sensors

Reading ~

45 degrees C ~
Not Available

48 degrees C

41 degrees C

39 degrees C

3.394 Volts

1.862 Volis

12.238 Valts

5.243 Volis

2270 Unbie

|

B2009 American Megatrends Inc.



Threshold:

You can click “Show Thresholds” to show the thresholds of every sensor. It displays the Low
Non-Critical (NC), High Non-Critical (NC), High Critical Threshold (CT) threshold information,
and these items can not be modified. When each threshold matches alert level, system will send
the alert to the specified destinations. To configure the specified destination, please go to Alert
section.

GIGABYTE

TECHNOLOGY

| System Information | Server Health | Configuration | Remote Control | Maintenance Logout

Server Health
Normal This section shows you data related to the server's health, such as sensor readings and the event log

Sensor Readings

Options
This page displays system sensorinformation, including readings and status. You can toggle viewing the thresholds for the sensors by pressing the
> Server Health Show Thresholds button below.

= Sensor Readings

o BTl Select a sensortype category:

‘A” Sensors v| Sensor Readings: 34 sensors
2, Refresh Page £ Name ¢ Status ¢ Reading / LowHNR / LowCT # LowNC / HighNC ¢ HighCT ¢+ HighNR ¢
o a 0 0 a0 a0 0 fad
| Logout . CPUA Temp Mormal 44 degrees C degrees degrees degrees degrees degrees degrees
B C c c = C a8
CPU2 Temp Mot Available a 0 0 a0 a0 0
0 0 0 63 67 0
. 10H Temp Narmal 49 degrees C degrees degrees degrees degrees degrees degrees
C [ C C c [
1] 0 0 63 67 0
. ICH10 Temp Normal 40 degrees C degrees degrees degrees degrees degrees degrees
C c Cc C o c
o 0 0 63 B7 0
. SYS Temp Normal 40 degrees C degrees dearees dearees degrees degrees degrees
Refresh Hide Thresholds

©2009 American Megstrends Inc.

To refresh the sensor status, just click “Refresh” tab to re-read the sensor state.

11



Event Log: It records the event when sensor has abnormal state. When the log matches the
pre-defined alert, the system will send out the notification automatically if it is pre-configured.

GIGABYTE

TECHNOLOGY

| System Information | Server Health | Configuration | Remote Control | Maintenance Logout

Server Health
Normal This section shows you data related to the server's health, such as sensor readings and the eventlog
Event Log
Options

Below is a table of the events from the system’s eventlog. You can choose a category from the pull-down box to filter the events, and also sort them by
= Server Health clicking en a column header.

= Sensor Readings
Select an event log category:

= Event Log
Sensor-Specific Events v Event Log: 84 event entries

%%, Refresh Page EventID / Time Stamp * Sensor Number / Sensor Name Sensor Type /  Description /
93 05/15/2009 135 FAN_SYSE Fan Lower Critical - Going Low - Asserled 2
& Logout 11:12:09 E
05/15/2009 Lower Non-Critical - Going Low -
92 11:12:09 135 EANESHG £ Asserted
91 Lt 134 FAN_SYSS Fan Lower Critical - Going Low - Asserted
05M15/2009 Lower Non-Critical - Going Low -
a0 g 134 FAN_SYS5 Fan Lower N
89 g eran0 133 FAN_SYS4 Fan Lower Critical - Going Low - Asserted
051512009 Lower Non-Critical - Going Low -
8 111209 133 FAN_SYS4 Fan Assered
NEMRMAND bl
Clear Event Log
©2008 American Megatrends Inc.
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Configuration

GIGABYTE

TECHNOLOGY g e LRl GIGABY TE-

| System Information | Server Health | Configuration | Remote Control | Maintenance Logout Q HELP
Configuration
Normal Use these pages to configure various settings, such as alerts, users, or network.
Options

Options
B Configure Alerts | Add, edit or remove alert destinations

- Alerts

. LDAP LDAP | Configure settings to authenticate and access the LDAP senver

= Mouse Mode

Mouse mode | Change the mouse mode

= Network

* Remote Session Hetwork | See the MAC address or change network seftings, including dynamic and static IP assignment

= SMTP

- SSL Remote Session | Configure Remote session settings

= Users

< Event Achon SMTP | Configure the SMTP email server
= SSL Certificate | See the default cerfificate and private key, or upload an SSL Certificate
7%, Refresh Page
= Logout Users | Add, edit, or remove users

Evenrt Bicion Efag;iso.insornas an operating range. When a sensor changes state, users can choose to initiate some type

©2008 American Megatrends Inc.

Alert: When the pre-defined alert level happened, system will send the alert by e-mail or by
SNMP.

The e-mail address or the destination server can be configured. By selecting an alert and press the
Modify button to configure it (see the following description about how to configure it), or Send
Test Alert button to send a test alert to the destinations.

Click Delete button to delete the alert destinations

C onfiguration
Uze these pages to configure various settings, such as alers, users, or netwark.

| >

List of Alerts

Below is a list of the configured alert destinations. You can select an alert and press the Modify button to configure it, ar Send Test Alertto send a test ale
to the destination.

LAN Channel: Alert Table: 15 entries

Alert# Alert Level ¢ Destination Address
1 Disable All Mot Canfigured
2z Disable All Mot Configured
3 Disable All Mot Canfigured
4 Disable All Mot Canfigured
a Disable All Mot Canfigured
3] Disable All Mot Canfigured
= Disable All Mot Configured )
a Disable All Mot Canfigured
9 Disable All Mot Configured
10 Disable All Mot Canfigured
1 Disahle Al Mot Configured

In this section, you can configure the alert destinations. By selecting an alert and press the Modify
button to configure it, or Send Test Alert button to send a test alert to the destinations.
Click Delete button to delete the alert destinations

13



In this section, you can configure the method that the alert deliveries. If you want the alert to be
sent by SNMP, you may select “SNMP Trap” as alert type, specify the event severity (such as
Critical or Warning), and specify the Destination IP.

If you want the alert to be sent by email, you may select “e-mail” as alert type, specify the event
severity (such as Critical or Warning), and specify the e-mail address, subject and message. After
you finished the configuration, click ‘Save’ to save the settings or ‘Cancel’ to cancel all settings.

Modify Alert

Enterthe information for the alert below and press Save.

LAN Channel Number: 1

Alert Type: snmp Trap #
Event Severity: Critical w
Destination IP: Mot Configured

Email Address:;

Subject:

Message:

Save Cancel

14



LDAP: It can download user list of LDAP server then create GIGABYTE Remote Management
Console user account from this list directly.

Check the box below to enable LDAP authentication and enter the required information to access
the LDAP server. Press the Save button to save your changes.

Configuration
Use these pages to configure warious settings, such as alerts, users, or network.

LDAP Settings ~

Checkthe box below to enable LDAP authentication and enter the required infarmation to access the LDAP server. Press the Save hutton to save your
changes.

[] Enable LDAP Authentication

Port

IP Address
Bind Password
Bind DN

Searchhase

Save

Mouse mode: There are two types for control mouse. Set Mode to Absolute and Set Mode to
Relative. Select the mouse mode to use from the options below and press the Save button.

C onfiguration
Uze these pages to configure various settings, such as alers, users, or netwark.

Mouse Mode Setting -

Selectthe mouse mode to use from the options helow and press the Save button.

Current Mouse Mode is ABSOLUTE.

© SetMode to Absolute
@ SetMode to Relative

Save

aa . a- b

15



Network: Display and set IP address information. You can view and modify the network settings
on this page. Select whether to obtain an IP address automatically or configure one manually. It is
recommended to use DHCP if your environment has a DHCP server. You can set DHCP (obtain
the IP address automatically) or STATIC IP (configure the IP address manually) then click “Save”

Configuration
Use these pages to configure warious settings, such as alerts, users, or network.

Network Settings

You can view and modifi the network settings on this page. Selectwhether to obtain an IP address automatically or manually configure one.

LAN Channel Number 1=

MAC Address
Current IP Address : 101.7.76

® Owtain an IP address automatically (use DHCP)
O Usethe following IP address

IP Address
Subnet Mask

Default Gateway

Save

Remote Session:
The following options allow the user to enable or disable encryption on KVM or Media data

during a redirection session. Select the remote session then press Save button.

C onfiguration
Use these pages to configure various settings, such as alerts, users, or network.

Remote Session

The following options allow the userto enable or disahle encreption on Ky or Media data during a redirection session.

[ Enable kv Encryption
[J Enable Media Encryptian

Virtual Media Attach Mode: | Attach hd

Save

16



SMTP: Set E-mail (SMTP) server IP address for sending alert notification to user.
Enter the IP address, User Name, Password, Sender Address and Machine Name for the SMTP
Mail server below and press the Save button.

Configuration
Use these pages to configure various settings, such as alers, users, ar netwark.

SMTP Setting g
Enter the IP address, User Mame, Password, Sender Address and Machine Mame for the SMTF Mail server helow and press the Save button.
LAN Channel Number: 1|+
SMTP Server IP: 155.229.80.15
User Name:(Optional) UserMarme
Password:{Optional)
Sender Address: Amigintel. corm
Machine Name: IPMIServer

Save

b

SSL Upload: You can load your SSL file for encryption.

The dates for the default certificate and private key are shown below. To upload a new SSL
certificate, use the Browse button to navigate to the certificate and press the Upload button.

C onfiguration
Uze these pages to configure various settings, such as alers, users, or netwark.

-

SSL Upload
The dates for the default cedificate and private key are shown helow. To upload a new S5L cedificate, use the Browse button to navigate to the
cerificate and press the Upload button.

Default Certificate Mot Available

Default Privacy Key Mot Available

New SSL Certificate

Upload
v

17



User List: The list below shows the current list of configured users. If you would like to delete or
modify a user, select their name in the list and press Delete User or Modify User. To add a new
user, select an unconfigured slot and press Add User.

Configuration
Llze these pages to configure various settings, such as alerts, users, ar netwark.

User List

The list below shows the current list of configured users. Ifyou would like to delete or modify a user, selecttheir name in the list and press Delete User o
Modify User. To add a new user, select an unconfigured slot and press Add User,

(¥

Number of configured users:

UserlD User Name - Metwork Privilege -
1 anonymaous Administrator
2 root Administratar
3 admin Administratar
4 ~ ~
q —~ ~
B —~ ~
T —~ ~
a8 —~ ~
g ~ ~
10 ~ ~
¥
< >

User Privileges: User privilege limits determine the maximum privilege that a user can have.
Users can be configured to allow having up to Administrator level privilege, while another user
may be restricted to allow no higher than operator level. User can configure the privileges level by
selecting Modify User tab.

Users can be configured to operate with a particular maximum Privilege Level. Privilege levels
tell the BMC which commands are allowed to be executed. The following table: User Privilege
Levels, lists the currently defined privilege levels.

No access This may be considered the lowest privilege level.

Operator All BMC commands are allowed, except for configuration commands that
can change the behavior of the out-of-band interfaces. For example,
Operator privilege does not allow the capability to disable individual
channels, or change user access privileges.

Administrator All BMC commands are allowed, including configuration commands. An
Administrator can even execute configuration commands that would disable
the channel that the Administrator is communicating over.

18



Configuration
Use these pages to configure various settings, such as alerts, users, or network.

Modify User

Enter the new information for the user below and press Modify. Press Cancel to return to the user list.

User Name: admin
Change Password

Password:

Confirm Password:

Hetwork Privileges: Administrator ¥
 Administrator

Modify Cancel | Operatnr 1
Mo Access

Event Action
When a sensor changes state, users can choose to initiate some type of action.

* Global PEF Configuration
Select the type to enable or disable operating (power off, reset, power cycle, no action).

* Add PEF Entry
Select the type of sensor and sensor name. Waiting for the Event Offsets table to produce.

Then select PEF action and event offsets.

* Current PEF Filters
Display Current PEF Filters. A list of the PEF with sensor type, sensor number, sensor name,

and PEF action.

* Delete PEF Entry
Select the entry that you want to delete. And Press "Delete PEF" button to setting.

19



Remote Control
This menu item allows you to start a Remote Console session with the host system..

GIGABYTE

TECHNOLOGY

‘ System Information | Server Health | Configuration | Remote Control | Maintenance Logout

Remote Control
Normal This section allows you to perform various remote operations on the server, such as launching the remote console
Options
Options
B> Remote Control KVM Remote Console Redirection | Launch the redirection console via Java or ActiveX (Internet Explarer anly) viewers

. KM Remote Console
Redirection Power Control |

= Server Power Control

See the server power state and perform power control functions

“Z, Refresh Page

= Logout

@2008 American Megatrends Inc.

KVM Remote Console Redirection: Press the “Launch Console” button to launch the redirection
console and manage the server remotely. After pressing the button, a console will pops up as
below:

“a Wiewer[10.1.111.66] - 0 fps M=1E3]
Video Keyboard Mouse Options Dewvice Help

- A

Administrator

[4]

»
~ B e | [EBusE- g d 3 3 . m &)E & e B2V TF0400

For KVM remote redirection detail function description, please go to chapetr: KVM Function
Description.

20



Power Control: This menu item allows you to remote power on, power off, power cycle, and
reset your GIGABYTE server. Select one option and press Perform Action button.

Remote Control

Thizs =section allows you to perform various remote operations an the server, such as launching the remote consale.

Power Control and Status

The current server power status is shown below. To perform a power control aperation, select ane ofthe aptions below and press Perform Action.

Host is currently on

@ Reset Server

O Paower Off Server - Immediate

O Power Off Server- Orderly Shutdown
Fower On Server

O FPower Cycle Server

Perform Action

21



Maintenance
This menu item allows you to update the BMC Firmware and view the GIGABYTE Remote

Management Web Ul, FRU information.
Press Firmware Updates button to process firmware update. Please note that once you press the

Firmware Updates button, you will not be able to perform any other tasks until firmware upgrade
is completed and the device is rebooted.

GIGABYTE

TEEHNODLOG?Y

. gigabyte.com Peler i g |8

©@ e

| System Information | Server Health | Configuration | Remote Control | Maintenance Logout
Maintenance
Normal This section allows you to perfarm maintenance tasks on the device
Options
Options
B> Maintenance Firmware Update | Perform Firmware Updation for the device

= Firmware Update
| Perform SDR Updation for the device and Sensor deivce auto detection

+ SDR Update SDR Update

%%, Refresh Page

1= Logout

©2008 American Megatrends Inc.

Confirmation dialog box appears. Click OK button.

Windows Internet Explorer

p e yow sure to erder update mode? Yo will not be able to perform sny other tacks wab] firmveare upgrade is complete
\‘\“J and the device is rebooted .

RTif

22



Click Browse button to select the firmware file and press Upload firmware button to refresh

G

v.gigabyte com Fe el @ 1)

firmware.

GIGABYTE

TECHNOLOGY

| ysterinformation | ServerHeeth nfiguration | Rem nirel | Maintenanee  togout @ e
Maintenance
MNormal This section allows you to perform maintenance tasks on the device
Firmware Upload

Options

The device is now in Upgrade mode. Please specify the filename

of the Firmware Image that you want to upgrade to. Clicking on

the 'Browse' button will allow you to select the firmware image file.
Once you do that, click on the 'Upload’ button to upload the

image file to the device.

Select Firmware to Upload:
[ |[Browse..

Upload Firmware Cancel

©2008 American Megatrends Inc.
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KVM Function Description

After selecting KVM Remote Console Redirection tab, system will lead you to the main menu of
KVM window which is shown as below:

“a Wiewer[10.1.111.66] - 0 fps (=13}
Video Keyboard Mouse Options Dewvice Help

Administrator

E

Computer

[4]

»
Z B e | EBEHE- 3 2 3 ] = &)E & o [B2) ] TF 0400

There are three different menus in the menu bar: Video, Keyboard, Mouse, Option, Device and
Help. Each of tab function will be described in the following sections.

Video Menu

Under Video Menu, there are 6 different options: Pause Redirection, Resume Redirection, Refresh
video, Compression, Full screen and Exit.

Video | Keyhoard Mouse Options Device Help

Pause Redirection  AltP
Resume Redirection AltR
Refresh Video AltE

Compression »
[J Full Screen AltF

Exit

Pause Redirection: Click Pause Redirection will pause KVVM redirection function.
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Resume Redirection: To resume KVM console redirection, simply select this item.

Compression: By selecting compression will come out a sub-menu as below screen:
Options available: None, Type I, Type Il and Both. User can select preferred compression type.

\_ﬁden|ﬁeyhoard Mouse Options Device Help

Pause Redirection  AitP
Resume Redirection AltR
Refresh Video AltE

Compression 4

[J Full Screen

Refresh Video: Clicking Refresh Video will refresh your KVMS Viewer screen.
Exit: Clicking Exit, will close the KVMS Viewer window.

Keyboard Menu

Under Keyboard Menu, there are 8 different options: Hold Right Ctrl Key, Hold Right Alt Key,
Hold Left Ctrl Key, Hold Left Alt Key, Left Windows Key, Right Windows Key, Alt+Ctrl+Del,
and Full Keyboard.

Video ﬁe‘yhuard|Muuse Options Device Help

E“‘” [ Hold Right Ctrl Key
[ Hold Right Alt Key

PRI [ Hold Left Ctrl Key

[ Hold Left Alt Key

Left Windows Key »
Right Windows Key b
Alt+Ctrl+Del

O Full Keyboard

Hold Right Ctrl Key: Clicking this option will hold the keyboard right Control key.

Hold Right Alt Key: Clicking this option will hold the keyboard right Alt key.

Hold Left Ctrl Key: Clicking this option will hold the keyboard left Control key.

Hold Left Alt Key: Clicking this option will hold the keyboard right Alt key.

Left Window Key: User can hold down the left windows key or press and release the left
windows key by selecting this option.
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Video I_(,eyhuard| Mouse Options Device Help

== [ Hold Right Ctrl Key
[J Hold Right ARt Key
PRRNeN  Hold Left Ctrl Key
i Hold Left Alt Key

LeftWindows Key' »| [0 Hold Down
Right Windows Key »| Press and Release

Alt+Ctrl+Del
O Full Keyhoard

Right Window Key: User can hold down the right windows key or press and release the right
windows key by selecting this option.

Video | Keyhoard | Mouse Options Device Help
[J Hold Right Ctrl Key
[3 Hold Right At Key
[J Hold Left Ctrl Key
[0 Hold Left Alt Key

Left Windows Key »
Right Windows Key »| [0 Hold Down

Alt+Ctri+Del Press and Release

O Full Keyhoard

Alt + Ctrl + Del: Clicking this option will process Alt + Ctrl + Del function to open the windows
task manager windows.

Mouse
Clicking this option will synchronize the cursor of redirection console.

Video Keyhoard Mngse| Options Device Help

¥ Symc Cursor  Alt-id -
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Option
The Option menu provide the redirection bandwidth selection and Keyboard/Mouse Encryption

function.
Bandwidth: User can select either Auto Detecting bandwidth or select the following available

options: 256Kps, 512 Kps, 1 Mps, 10 Mps, and 100Mps.

Keyboard/Mouse Encryption: This option provide redirection keyboard and mouse encryption
function.

Video HKevhoard Mouse |thinns} Device Help
E“*l Bandwitith b  AutoDetect
) [0 Keyhoard/Mouse Encryption

O 256 Kbhps
Administrator O 512 Khps
O 1Mbps
O 10 Mbps
@ 100 Mbps
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Device
Device option provides the virtual devices for client system. Available devices: CD-ROM, ISO

file, Floppy/USB Key, and Floppy/USB Key Image.

Video Keyhoard Mouse Options |_D,euice‘ Help

E”‘ I Redirect CDROM

m [0 Redirect 1ISO

Administrator 1 Redirect FloppyiUSB Key

[J Redirect Floppyw/USB Key Image

Help
This option provide the information of current KVM Remote Console Utility version.

Aboab I¥icwer El

® HVM Remote Console Utility Version 1.9
Copyright {c) 2000 American Megatrends, Inc.
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